Setting up Multifactor
Authentication
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When logging into the Synaptic Pathways for the first time, you will need to setup Multifactor
Authentication.

If you have logged into Synaptic Pathways before, but have a new mobile device, you will need to
disconnect your current device and follow the below instructions. See article Setting up a new
device for Multifactor Authentication for more information.

Setting up Multifactor Authentication

Enter your username and password and Login:

Salesforce+ | On-demand

Inside Dreamforce: The EMEA
Edition

Al innovation. Expert-led learning. Inspired customer stories. All in six bitesize
episodes. Only on Salesforce+.

ave to log in to Salesforce.
N T
Watch now ('

© 2025 Salesforce, Inc. All rights reserved.

The following page will appear. You will need to install the Salesforce Authenticator on your mobile
device from the App Store or Google Play.


http://pathways.knowledgeowl.com/help/setting-up-a-new-device-for-multifactor-authentication

Connect Salesforce Authenticator

For security reasons, you have to connect Salesforce
Authenticator to your account. The app sends a
notification when we need to verify your identity, and
you verify with just a tap. You can also enable location
services to have the app verify you automatically from
trusted locations. The app provides codes to use as an
alternate verification method.

1. Install Salesforce Authenticator on your mobile
device from the App Store or Google Play.

2. Open Salesforce Authenticator and add your
account.

3. The app shows a two-word phrase. Enter the phrase
here.

Two-Word Phrase

‘ Cancel ‘ Connect

Choose Another Verification Method

Once downloaded, go to the Salesforce Authenticator app on your mobile device. Click Add
Account:
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The App will generate a two word phrase:

Close Connect Your Account

For These Accounts
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On your computer, enter this two-word
phrase when prompted @

common cart

Learn More in Help

To connect other accounts, scan
a QR code.

Scan a QR Code




Go back to your browser window and enter the two word phrase and Connect:

Connect Salesforce Authenticator

For security reasons, you have to connect Salesforce
Authenticator to your account. The app sends a
notification when we need to verify your identity, and
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The following message will appear in your browser window

Check Your Mobile Device

Use Salesforce Authenticator to verify the connection to your
amy.paulsen@synapticpathwaysuat.org Salesforce account.
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Having Trouble?

Click Connect on the app:



Connect Account

We tell you when someone's trying to access your
account data. If it's you and everything's OK, you
can verify the activity. But if something's not right,
you can block it.

Username
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Cancel Connect

A confirmation message will appear in the app to confirm the account has been added:



Account Added

You can now use Salesforce Authenticator

to authenticate activities associated with
Salesforce.

This will simultaneously log you into you Synaptic Pathways account:




